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This document contains new information, known limitations, and clarifications not described in 
the Cepheid C360 Admin Institution Admin Manual. 

New Features 
The latest release includes the following new features or improvements: 

 Manually enable/disable users and delete users – Administrators can now manually 
enable/disable users. Disabled users cannot login to Cepheid C360 Admin. Users that 
should be permanently disabled can now be deleted so the username can be reused. 

 Username login – Users should use their username to login to C360 Admin (previously, 
email was used for login). 

 Lab assistant users are not allowed to login to C360 Admin. 
 Configurable period for automatic disablement of inactive user accounts – Administrators 

can now configure the maximum number of inactive day before a user account is 
automatically disabled in the Institution Policy. Inactive users are automatically disabled 
after 365 days if no value is configured.  

 Bulk add users – Administrators can now bulk add users by uploading a CSV file. 
 Passwords for Lab Assistant users – Institution Administrators can configure passwords 

for Lab Assistant users.  
 Optional simple password – Institution Administrators may now configure optional 

simple passwords with less password complexity for Lab Assistant users. 
 Institution alias – The institution alias field was added to the login page to enforce global 

uniqueness. The alias is set when the institution is first set up. 
 Omni error descriptions – Error descriptions are available in addition to error codes. 
 Omni last communication time – Users can view the time the Omni instrument last 

communicated with C360 Admin in the Mobile Devices tab. 
 Mobile devices event history document activity added – The Mobile Devices Event 

History page now includes the new “document” activity type. 
 Browser support – MS Edge is now a supported browser. Internet Explorer 11 (IE 11) is 

no longer supported. 

Known Issues 

1. Printers persist in Installation Report 
1.1. Printers that are removed from the Omni device may display in the Installation Report 

even after being removed. 

2. Emails from C360 
2.1. Certain email account domains may not receive C360 emails in their inbox. Cepheid 

recommends checking the junk or spam folders for emails from C360. If C360 emails 
are flagged by spam filters, Cepheid recommends marking them as not spam. 
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3. Institution Policy 
3.1. LIS Configuration and QC Lockout settings in the Institution Policy are not used by the 

Mobile Device. 

4. Audit events 
4.1. Duplicate audit events will be displayed in UI that are related to a user assigned to 

multiple laboratories. 

5. Logout from C360 
5.1. Users with certain usernames will logout automatically from C360 Admin. Cepheid 

recommends to contact Cepheid tech support in case of such issues.  
 


